**Data Storage in Mobile Cloud Computing Need to be Secure**

***Abstract-*** Cloud computing is a promising technology, which is to transform the traditional Internet computing paradigm and IT Industry. In this era, mobile devices are important thing for human needs. That thing makes cloud computing is expected to expand in mobile environments, where mobile devices and sensors are used as the information collection nodes for the cloud, then it called as Mobile Cloud Computing. However, users also concerns about data security. These concerns are originated from the fact that sensitive data resides in public clouds, which are operated by commercial service providers that are not trusted by data owner. Because of risk associated with data storage many IT professionals are not interest towards to Mobile Cloud Computing. This paper will explain : (i) The concept of Mobile Cloud Computing (ii) Issues of Mobile Cloud Computing (iii) Various mechanism for Security of data stored (iv) Proposed a possible solution to provide data confidentiality.
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1. Introduction

T

he Cloud Computing is used of computing resources (hardware and software) that are delivered as a service over a network like internet. Through internet and vital remote services cloud computing can do centralize data, applications without physical hardware, paying money and use services of computing by maintaining storage, memory and processing bandwidth. Today, cloud computing was expanded to mobile environments that everyone can be used anywhere and anytime. With the emergence of Cloud Computing in mobile web, mobile users can use infrastructure, platform, software provided by cloud providers on-demand basis.

1.1 Mobile Cloud Computing

Mobile cloud computing defined combining the cloud computing services in ecosystem of mobile that brings the cloud computing and wireless network, which provides wonderful services to the clients[1]. Mobile Cloud Computing itself is a new paradigm for mobile applications whereby the data processing and storage are moved from the mobile device to powerful and centralized computing platforms that located in clouds[2]. Mobile devices do not need a powerful a configuration because all the computing modules can be processed in the clouds. But there are many limitations in mobile devices like limited processing power, low storage, less security, and unpredictable internet connectivity.
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